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Good day, everyone. Welcome to the course on Next-Generation Sequencing Technologies: Data
Analysis and Applications. We have been discussing basic commands that will be useful for NGA
data analysis, and now we will move into data download and exploration. We will also use certain
commands that will be useful for data download and exploration. We will talk about file

permission, which is very wuseful. We will talk about system monitoring.

This is something that will come a bit later when we want to run certain commands. We want to
monitor the system so that we do not overload it or crash it. And then, finally, we will look into
some of the basics of data download and exploration. So these are the keywords for chmod top
and vim editor. So these are some of the things that | will come across today.

So, starting with file permission, So every Linux file has three permissions. So one is read, the
second is write, and the third is execute. How can you check these permissions? These permissions
we can check by using something called LS minus al. So this LS command you have seen already.



Is -al

Every file in linux has 3 permissions - read, write and execute

To check permission: s -al

~-TWXIWXIWX
' normal file, ‘d’ directory
r read
w  write
X execute

So this is the list of files; it will usually list these files that are in a directory. And on top of that,
we can use these options minus al. When you run this minus al, you will see something like this.
The first letter here is this minus sign. So this means this is a normal file.

But sometimes you will see this d in the first letter, and d means directory. So we will see this
when we run these commands a bit later. Then you see this rwx repeated. So rwx rwx rwx. So

what is this rwx? So r means read, w is write, and X iS execute.

Now the question is: why is it repeated three times? So there are three sets of values. So the first
set of values, the first set of RWX, is for permission for the owner. So it means the owner of this
file has read, write, and execute permission. So the owner can do all these tasks. The second reason

IS for groups.



Is -al

~-TWXIWXIWX
" normal file, ‘d" directory
r read
w  write
X execute

3 sets of values
- permission for owner

- permission for groups

- permission for others

So there could be Linux groups, and they also have read, write, and execute permissions. The third
set of rwx is for permission for others. So you have these three sets of values for read, write, and
execute. Now the question is: can we change these permissions? This is good; we see these RWX
values. Can we change these permissions? For example, | am creating a file as an owner in the

Linux system, and | want to keep these permissions to write and execute to myself.

I do not want to give this write-and-execute permission to others. And this could be useful in
Linux because sometimes you have multiple users, and you do not want some users, by mistake,
to modify the system files, which are important for the running of the operating system. If those
files are changed, maybe the system will not work properly and there will be some issues, errors,

etc. So, as an administrator, you sometimes want to reserve these permissions for others.

And it turns out there is a way. As the owner of a file, you can actually do something like this.

You can say the users might be able to read and execute, but they will not be able to write. They



will not be able to change the content of that file. So how do you do this? So this means if you see
this kind of option, it means that this minus sign or dash means that the groups and the others do

not have write permission.

Is -al

=M'WXr-xXr-xX °

This means groups and others do not have write permission

So if you see this is not there, it means these groups or the others will not have this write
permission. And the command that we use to change this permission is called chmod. So change
the permission, and again, you will have these multiple options with this chmod. You will see
something called a right, so this stands for all, so the permission will be changed for everyone. If

you see a U, if you give this option, it will stand for wuser or owner.

chmod

chmod is used to change permission

a stands for all

u stands for user/owner
g stands for group

o stands for others

+ add permission
- remove permission

If you say G, it will stand for group, so you are changing permission only for groups, and O will

stand for others, right? So if you mention this option, it will again change the permission only for



others, not for the owner, not for the groups. You can also use these options: plus, right, see signs
plus or minus, so plus means add permission and minus means remove permission. So if you want
to add, let us say write permission you say plus W. If you want to remove write permission you
say minus W.

So we will see in a moment how these options work. So we will take some examples, and of course
we will then run this in the terminal to better understand how this works. So we have chmod a plus
r file name right so means you are changing this permission for a means all right plus r means
everyone can read ok. So plus r file name so this you are changing this for a specific file name
ok. You can also for example say a plus rw so you are giving read and write permission to

everyone ok.

chmod

chmod is used to change permission

Examples:

chmod a+r filename : all can read
chmod a+rw filename : all can read and write
chmod o-rwx filename : others can not read, write or execute

And then the third example you have chmod o minus rwx file name so others cannot read write or
execute right you are taking away permission right. So this is this is how the notation look will
look like right if you are using this chmod and then you can also use another way of using chmod
ok. So I will discuss this bit later first let us see how these commands actually would work right
and then we can run Is minus al again to see whether the permission has been changed ok. So let
us do that and we will then discuss other options with chmod right there is another way to change
permission in chmod ok. So let us go to the terminal now and let us discuss let us run these

commands ok.



rdhar@LAPTOP-3KUC9VBI:
total 23280
druxrwxrwx
drwxrwxrwx

1 rdhar rdhar 512
1 rdhar rdhar 512
-ruxrwxrwx 1 rdhar rdhar 4243748
-ruxrwxrwx 1 rdhar rdhar 7686481
-rwxrwxrwx 1 rdhar rdhar 2102092

1

1

1

1

Compress.tar.gz

) _ATI ,‘L.u. readl_part. f:
)_ATCTCA_readl_part.fastq.gz
~rWwxrwxrwx 1 rdhar rdhar 7686481 )_ATCTCA_read2_part. f

~TWXTWXTIWX rdhar rdhar 1211
drwxrwxrwx rdhar rdhar 512

—TWXTWXTWX rdhar rdhar 2102256

OO EEOE®

So here the files right we run this using Is minus | so let us just write Is and then we write Is minus
al right this is this gives us the settings which permissions are there. So you see like Is minus
simply adding this minus al it gives you a whole lot of information ok. So you have on the left
side for each file right here the files on the right in green in the left you have this minus rwxrwxrwx
right. So this means everyone can read, write, and execute these files ok. We have created this and

this is there ok, and we can actually invoke these permissions right if we want ok.

So we will do that now using this command chmod. You also have other permissions right. So
here other information, for example, here you can see, like, what is the size of these files? OK. So
you have, for example, that these files are quite huge, right? These are fastq files, and the one here
is the compression, right? fastg.gz, and you can see how much storage space you save by just using
this easy compression, right? So let us try the chmod ok, and we will change permission. Let us
say one of  these files IS one of  these fastq files here.

$ chmod a-x D12_17539_ATCTCA_readl_part.fastq
$ s -al .

drwxrwxrwx rdhar 512
drwxrwxrwx rdhar 512
~PWXTWXIWX rdhar 4243748
rdhar 7686481
~CWXTWXTWX rdhar 2102092 Ma
~IWXIWXIWX rdhar 7686481
~TWXTWXTWX rdhar 1211
druxrwxrwx rdhar 512
—TWXTWXTWX rdhar 2102256
rdhar@LAPTOP-3K4C9VBI :

OO EERE®

So since all permissions are there, right, so we can say a minus X right, we are removing this
permission for everyone. Ok, chmod a minus x ok. So we are removing execution, right? So this
is executed now. Now that this is something that will change, let us again check the permission

using Is minus al right. So here | do not think actually this has happened this is probably because



the directory actually is created as executable right.

rdhar@LAPTOP-3K4COVBI: $ sudo chmod a-x D12_17539_ATCTCA_readl_part.
fastq
[sudo]

$ s -al

drwxrwxrwx rdhar rdhar 512 May
druxrwxrwx rdhar rdhar 512 May
~TWXTWXTWX rdhar rdhar 4243748 May
~CWXCWXIWX rdhar rdhar 7686481 May
—CWXIWXTWX rdhar rdhar 2102092 May
~PWXYWXTWX rdhar rdhar 7686481 May
~TWXIWXIWX rdhar rdhar 1211 May
drwxrwxrwx rdhar rdhar 512 May

g rd rdhar 2102256 May

OO EEOE®

So one of the things we have probably not discussed yet is that some of the things you need to
change this permission for are administrative privileges, ok? We will come to that in a moment.
So you will have to have that administrative privilege to change these permissions, ok, and this
privilege actually comes through sudo, ok. So the moment you use this sudo, it will actually ask
for this permission right password, and that password has to be set, ok. So this is something that
we use, and there is another one that we use, called chmod. If you want to use remove this
permission or do this for a folder we use this chmod minus capital R ok. So how do you do this
if you want to do this for a full folder ok. So this is the format ok sudo chmod a minus w minus r
at is to unfold ok. So this is how it will run so unfortunately because these files were created in
another system so their permissions are not changing you probably see you still see that you
have all these permissions here ok. But nevertheless this is how you will actually change these
permissions ok.
soedins

$ 1s

¢

$ sudo chmod a-w -R Testl/
. 3

| can probably show this in a server system where it these files were created and that will probably
be useful if you want ok. So maybe we will do that later ok. So these are the commands you can
try yourself once you have this Linux system installed ok all right. So you can change permission
in another way with chmod using something called numeric arguments ok? So here is 5, which
would be then 1 plus 4; this means you have read plus execution permission, ok? So we can sum
up these permissions, and we can say, well, give this read plus execution permission together,
right? So if you mention 5 in the command line along with chmod, this means you are giving read
and execution permission, ok. If you are using 7, this means you are giving read plus write plus

execution permission, ok. So you can use these combinations right. If you say you want to give



this 1, 2, write, execution, write, you can just simply set 3 right.

chmod

chmod with numeric arguments

0 — no permission

1 — execution permission
2 — write permission

4 — read permission

S (1+4) — read + execution permission

7 (1+2+4) — read + write + execution permission

So how do you specify these again for these 3 sets of values? So it turns out you simply mention
them one after another, right? So here are some examples, right? So you have chmod 777 ok. So

7 means you are giving read plus write plus execution option ok.

chmod

chmod with numeric arguments

chmod 7Z7 file
chmod 755 file

chmod 444 file



So the first 7 is for the owner right, the second 7 is for the group, and the third 7 is for others right.

So here are these 3 sets of values, right? Like before, these are mentioned, and this way you can
change permission for everyone. You are setting permission for everyone. So when you say chmod
7775, this will actually change permission for everyone, and they will get read, write, and execute
permission, ok? You can say chmod 755 right. So 7 means again that for the owner, you have all
permissions, but for the others and for groups, you are giving just read and write permission, ok?
So you are not giving them execution permission if you remember these notations: 0, 1, 2, 4,
ok. And similarly, for chmod 444, you have read permission for everyone, ok? So this is how the
whole thing will work, right? So let us see if it works, and we can actually also go to a server
system where we can demonstrate this better, where these files were created. So, how do you
connect to a server? It is the SSH, right? So this is where this is something we discussed last time,
right, and we can actually go to this folder. We can again navigate right using this cd command,
right, and we can see this for example, cd desktop. So it is giving us all the NGS analysis, right?
This is where we can go, and we can actually copy certain files from other places, and we can
demonstrate this data, right? So for example, we can go into there is some genome data right hist
genome analysis data sets we have some genome data right and from there we can actually yeah.



./Eukaryot]c_celL_or]gln_analysis/ ../My_Data_analysiS/
./Intranet\ files/ ../NGS_Analysis/
rdhar@bioserver: $ scp ../My_Data_analysis/
../My_Data_analysis/Abhijit_DamIDseq_project/
../My_Data_analysis/Drug_search/
./My_Data_analysis/Evol_GRN_organisms/
./My_Data_analysis/Gene_expression_pattern_antibiotic_treatment/
../My_Data_analysis/GRN_ageing_mouse/
../My_Data_analysis/HP_data/
./My_Data_analysis/ICGC/
./My_Data_analysis/Mito_data_transcriptome_PostDoc/
../My_Data_analysis/Noise_Evol_Simulation/
../My_Data_analysis/Noise_project/
./My_Data_analysis/S288C_reference_genome_R64-2-1_20150113/
./My_Data_analysis/scRNAseq_cancer_heterogeneity/
../My_Data_analysis/Telomere_project/
./My_Data_analysis/TEN1_analysis/
../My_Data_analysis/Yeast_compensation_mechanism_robustness/
../My_Data_analysis/Yeast_Genome_Analysis/
../My_Data_analysis/Yeast_growth_curve_analysis/
./My_Data_analysis/Yeast_SingleCell_sequencing/
../My_Data analy51s/yeaat transcript_simulation/
rdhar@bioservel $ scp ../My_Data_analysis/Yeast_Genome_Analysis/
./My_Data 1n11y'15/YO)rf Genome_Analysis/datasets/
./My_Data_analysis/Yeast_Genome_Analysis/FastQC/
../My_Data_analysis/Yeast_Genome_Analysis/fastqc_results/
./My_Data_analysis/Yeast_Genome_Analysis/Mutation_annotations/
./My_Data_analysis/Yeast_Genome_Analysis/programs/
Data_analysis/Yeast_Genome i
1 Genome_Analysi
Genome_Analys
/My_Data_a S/ st_Genome_A

st_Genome

rdhar@bios 3 oK $ scp ../My_Data_analysis/Yeast_Genome_Analysis/datasets/
../My_Data_analysis/Yeast_Genome_Analysis/datasets/Promoter_region_all_yeast. txt
,./My_Data_analy51s/Veast Genome Analv51s/datasets/Yeast_Gene_Annot.txt
../My_Data_analysis/Yeast_Genome_Analysis/datasets/Yeast_genome_annot_func_sorted.txt
../My_Data_a ysis/Yeast_Genome_Analysis/datasets/Yeast_genome_annot_func.txt
rdhar@bi $ scp ../My_Data_analysis/Yeast_Genome_Analysis/S0_16693_rawdata/
../My_Data_analysis/Yeast_Genome_Analysis/S0_10693_rawdata/MdSsum.txt
../My_Data_analysis/Yeast_Genome_Analysis/S0_10693_rawdata/Readcount.txt
../My_Data_analysis/Yeast_Genome_Analysis/S0_10693_rawdata/S0_10693-R6-1_S115_R1 .fastq.gz
../My_Data_analysis/Yeast_Genome_Analysis/S0_10693_rawdata/S0_10693-R0-1_S115_R2.fastq.gz
../My_Data_analysis/Yeast_Genome_Analysis/S0_10693 ndata/S0_10693-R0-2_S116_R1.fastq.gz
../My_Data_analysis/Yeast_Genome_Analysis/S0_10693 vdata/S0_10693-R6-2_S116_R2.fastq.gz
../My_Data_analysis/Yeast_Genome_Analysis/S0_10693 vdata/S0_10693-RO- _R1.fastq.gz
- ,/My,,Dnta,nnnlys Yeast_Genome_Analysis/S0_10693 vdata/S0_10693-R s _R2.fastq.gz
./My_Data_anal ast_Genome_Analysis/S0_10693 wdata/S0_10693-R100-1_S118_R1.fastq.
./My_Data_analys _Genome_Analysis/S0_106 E ata/S0_10693-R100-1_S118_R2.fastq.gz
LMy D ata_anal > Genome_An: nl ysis/S0_106 wndata/S0_16 0

wdata/S0_10693-R6-1_S115_R1

So we have actually the yeast genome data analysis; we have the raw data here, ok. So you can see
this raw data here, and they are all FASTQ data sets, ok, and we can copy them here using this cp
or scp command, and this data is here, right, and we can check if we have this permission; what is
the permission status? So here you can see some of the permissions are not there, for example, the
write permission. For others, we do not have write permission here. So let us try and see if this

we can change. Let us say we say 777. So we are giving read, write, and execute permission to



everyone, ok, and we have run this to see if we have changed, ok. Now you see the difference here,
ok. So earlier we did not see the difference because the file was created somewhere else and all

permissions were given right.

rdhar@bioserver: -al

total 458464

druxrwxr-x 2 rdhar rdhar 4p96 12:23

drwxr-xr-x 18 rdhar rdhar 20480 18:35

-rwxrwxr-x 1 rdhar rdhar 469434468 12:23 S0_16693-R0O~1] 115_R1.fastq.gz
rdhar@bioserver: ¢ chmod 777 S0_10693-RB-1_5S115_R1.fastq.gz
rdhar@bioserver: $ 1s -al

total 458464

drwxrwxr-x 2 rdhar rdhar 4096 May 8 12:23

drwxr-xr-x 18 rdhar rdhar 20480 May 3 18:35

—rwxrwxrﬁx 1 rdhar rdhar 469434468 May 8 12:23 S0_10693-R0O
rdhar@bidserver: $

So here you can see this file permission has been changed ok. Now let us see if we can set it back
to something else ok if we can say 755 ok and see and you can see immediately right this write

permissions are gone ok this write permissions are not there. Can we make it 700?

rdhar@bioserver: $ chmod 755 S0_10693-R6-1_S115_R1.fastq.gz
rdhar@bioserver: £ 1s -al

total 458464

druxrwxr-x 2 rdhar rdhar 4096 May 8 12:23

druxr-xr-x 18 rdhar rdhar 20480 May 3 18:35

-rwxr-xr-x 1 rdhar rdhar 469434468 May 8 12:23 S0_10693-R0-1_S115_R1.fastq.gz

rdhar@ server: $ chmod 700 S0_10693-RB-1_5115_Rl.fastq.gz
rdhar@ server: $ 1s -al
total 458464

drwxrwxr-x 2 rdhar rdhar 4696 May 8 12:23
druxr-xr-x 18 rdhar rdhar 20480 May 3 18:35
-I'WX rdhar rdhar 469434468 May 8 12:23 S(

Let us say only the owner of this file will be able to read, write, or execute it, and the rest of the
users may not be able to do that, ok, and you see, this permission is gone. Ok, only the owner has
this read, write, and execute permission. Sometimes you want to also involve writing permission
for the owner, and this is something that is sometimes advisable because you do not want to write

anything by mistake. Anyway, so we have demonstrated right this chmod 777 or 755 etcetera how



they work ok.

rdhar@bioserver: $ chmod a+x S0_10693-RO-1_S115_R1.fastq.gz
‘dhar@l 3 jer: $ ls =al
total 458464
druxrwxr-x rdhar rdhar 4096 May
x 18 rdhar rdhar 20480 May
rdhar rdhar 469434468 May

¢

Q
[+]
2
e
o

We can also try this now again with this sort of notation: if you say a plus x, so we are giving
execution permission to everyone. Right, a is all right, and plus means we are giving permission,
and then we again check what is actually happening ok. So you see the x is there for everyone
now, ok, so they can execute. So some of this is the way you can actually control the file
permission, and sometimes this is useful. You will see certain software's executable files when
you download and install them; they may not have permission to execute because the Linux system
by default will not give them permission to execute. So if you want to set those permissions to
execute right, you have to use this command: chmod. Well, you will probably use them in certain

instances, ok? So that is for file permission and how we actually change these permissions.
Coming to the other commands that are very useful, for example, the top command, ok. So this is
a command that we use to monitor the system, so it gives us real-time information about the

processes that are running in the system, and it also gives us information about CPU usage,
memory usage, etcetera, ok.

top

+ Real-time information of the processes running in the system

* Information about CPU usage, memory usage eftc ...



So this is something that is also useful if you are running a code or a software tool you do not want
to use the maximum amount of memory, and maybe you do not want to crash the system if you
are going over the limit. So this is something that is very useful to monitor if you are running some

sense software or certain code. There is an alternative to top, which is called the htop.

htop
An alternative to top

Easy to understand

More visualizations regarding CPU usage

Why do we use this? Because it is usually easier to understand and gives you a lot more
visualization regarding CPU usage, such as how much CPU usage is there, etcetera. So we will
see, like, how this actually looks here. Now when you use this top right or edge top, if you see
some process is going to crash the system right, its memory usage is increasing, like very, very
fast. You use this command kill and the PID right process ID. Now I will show you how to do this,
but you have to be very careful right; you do not want to kill certain processes that are very critical.
So this is something that you have to be careful about when you are using this kill command,

similar to the rm command we have talked about.



Kill

To terminate a process

kill <PID>

When you are removing a certain file, be very sure that you are removing the right one and you
want to remove it right because there will not be any backup anymore, ok? And as | mentioned,
when running some of these commands, we also need to be the root or the administrator, and we

need to use this called sudo.

sudo

To run command as root/administrator

Can be configured for access in a system

This sudo command gives you administrator privileges, ok? For example, you can change certain
system files that any other users will not be able to do. Now again, this can be configured right,
whether you will have sudo access or not; it is decided by the root or the administrator of the
system. So the administrator can give sudo access to others or may not give sudo access to others.
So this is something that we will see ok. So let us first look at these commands in the command
line top and each top, etcetera, and then we will talk about the next steps ok. So since we are here

on the server, we can simply write this right, we can simply write top and we can see the processes



right. So immediately, it will open a window for you, and it will tell you what processes are
running. It will give you some statistics, such as what the memory usage is, etcetera. Again, these
are really big numbers and sometimes very difficult to interpret, depending on how much CPU is
used or how much memory each process IS taking.

Tasks: 678 total, 1 running, 677 sleeping, 0 stopped, @ zombie

%Cpu(s): 0.0 us, 0.8 sy, 6.0 ni, 100.8 id, 0.0 wa, 0.0 hi, 0.0 si, 0.0 st
KiB Mem : 26403688+total, 13145502+free, 16273844 used, 11630800+buff/cache
KiB Swap: 49413998+total, 49413990+free, 0 used. 24677051+avail Mem

PID USER PR NI VIRT RES SHR S %CPU %MEM TIME+ COMMAND
25110 rdhar 20 0 44724 4296 153 :00.45 top
75784 root 20 e 15100 2308 :15.59 i7z

root 20 0 205360 7720 :11.87 systemd
root 20 e [¢] .14 kthreadd
root 20 @ .93 ksoftirqd/e
root 0 .00 kworker/0:0H
root 20 .00 kworker/u3su:0
root 20 .01 rcu_sched
root 20 .00 rcu_bh
root rt .70 migration/@
root rt .10 watchdog/@
root rt .03 watchdog/1

3 root rt .66 migration/1
root pic]
root <]
root rt
root rt

20 root

root
root
root

5 root
root
root

1
N
[ ]

.89 Kksoftirqd/1
.00 kworker/1:0H
.84 watchdog/2
.63 migration/2
.42 ksoftirqd/2
kworker

1
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So you have this process list right, and the process ID is OK. If you want to come out, you simply
type g, and you come out of that. So that is real-time monitoring of the system; if you type g, you
just come out of it. You said that we also talked about each other. So we can run each other up. So
one of the things | will tell you right now is that each top does not come as a default; you have to
install it, ok? In a moment, I will show you how to install any tool, etcetera, on a Linux system. If
you run each top, the lower part is very similar to what we have seen, but with much more detail.
So here you can see the CPU usage, how many cores, etcetera are used, and what is the memory

usage now in GB. So this server system has about 250 GB and current utilization is about 15.



& rdnarebloserver: ~/Desktop/l X B rdhar@LAPTOP-JKACOVEE /mn X

|
CECEEEREEREErE e enrd ts: 128, 297 1 runnir
1 avera 0.06 06.02 0.1
ime: 13 days, 18:48:22

308 S 0.0 0.0 39:15.75 i7z

364 3 .8 .8 5 pvthon /opt/anaconda3/bin/jupyter-notebook --port=8079
708 0.0 0.0 0: scsid

6 GB, ok, and also other information that will be here, ok. So again, to come out, we just type q
and you come out of the system, right? So here you have these two tools for real-time monitoring
of the system, ok. We just come out of the server and we will again work on the system, where |
will show you how to install some of these tools that are not already present, ok. So Kill, I did not
demonstrate because we do not want to kill any processes that are running right now unless we

start something ourselves, and then we can use this kill command, ok.

Coming to the installation of tools that we want to use, So these are the commands that we usually
use for Linux, ok? So this is again slightly dependent on the Linux system that you are working
with; it might be apt install, for example; in Ubuntu, it's apt install or apt get install; in other Linux,

this could be different. So for Debian or Ubuntu, we use this apt install.



Installation of tools and softwares

sudo apt-get install <tool>
or

sudo apt install <tool>

If you want to install system-wise, we need this sudo command, right? So we need to have this
administrator privilege, ok? So this is something we will do now. We will install this htop tool in
this system here, where this htop tool is not there, or htop is there, but we can try again. So sudo
apt install htop, ok? So it is saying that because it is installed, it is not installing this htop again,
right? It is just saying htop is already the newest version, OK, and it will not be installed. But if
you want to install a program that is not already installed, it will show you the process, the steps,
etcetera. It will give you the full output.

rdhar@LAPTOP~3KUCIVBI : $ sudo apt install htop
Reading package lists... Done

Building dependency tree... Done

Reading state information... Done

htop is already the newest version (3.0.5-7build2).

htop set to manually installed.
upgraded, © newly installed, © to remove and © not upgraded.
rdhar@LAPTOP-3KUC9VBI :

So it is a very simple step, right? For many tools in Linux, you just say sudo apt install htop as
long as you have this sudo punch, ok? So these are some of the commands that are very useful in
brief, ok? There are of course many more commands and many more utilities that you can use
through the command line, but those you can use or you can learn later will be enough for NGS
data analysis, ok? Now we will talk about certain text editors and data exploration. So these text
editors we use for exploring NGS data sometimes ok. So for example, we have gedit ok. So gedit
will not use or call nano this is another text editor and the one editor that will use is vim or vi
ok. This is a very popular text editor in Linux and people use it all the time for looking at files or
writing codes etcetera ok. So this is something that will come up when we talk about these tools



ok.

Text editors

gedit

nano

vim or Vi

So let us look at nano first. So nano and vim or vi that we will be exploring we will not talk about
gedit, gedit we have used earlier but now most of the people will prefer this nano or vim or vi
ok. So let us explore vim or vi little bit right and or nano first and then vim or vi ok. So let us go
to the terminal right and see how they actually look like ok. So let us let us go inside this folder
right where we have certain files between so that we can actually open this and see ok. So to start

the editor we simply say nano right followed by the file name ok.

$ nano D12_17539_ATCTCA_read

Here is the FASTQ file right and we open that FASTQ file ok and here it is right this is the file
that is opened ok. Now what it says that file read one part FASTQ dot FASTQ is unwriteable
ok. So that is ok we just want to look at this and below this what you will see is the
different options that you have ok and these are certain options and how you run these options
ok. So here for example, we have this X right.

So you see this sign, but this actually means control. So you have to use control plus x to do this.
If you want to execute, you have to do control plus x. If you want to write out right if you want to
read this control r you have if you want to cut or paste you have this control k control u etc many



different options ok. If you want to wundo right you have to m u right.

GNU nano 6.2 D12_17539_ATCTCA_readl_part.fastq
0D0O733:181 : CAH6EANXX:8:2210:1455:2106 1:N:0:ATCTCA
CACCTTATGCATGTTATTTTCAGGATTCAGCAACACCAAATCAAGAAGGTATTTTAGAATTACATCTGTCTCTTATACACATCTCCGAGCCCACGAGACATCTCAGGATCTCGTATGCCGTCTTC
+
3<3?ACBCGGGGGGCG>RGGGGGGGGGGEGGEGGEGGGEGEGEGGGGGGGGGGGGGFGGGGGGGGGGGGGGGGEGGGGGGGGGGGGGDGEGGGGGGGGGGGGGGGGGFG; ; @FGGGGGGGGGGGF@
@D0O733:181:CAH6EANXX:8:2210:1812:2147 1:N:0:ATCTCA
ATAATACCTTCATCTTGTAGTACGTGCAAAGGCAAACCTAATAGTTCAATATCGTTGCAAGTACCGTATGGTAGGTTCATATGGATATTCCATGCAGGATCTGCAATAACTACCGAAAACTTTCC
+
: <?AAFF1FGGGGGGGGDGGGGGGGGGGGGGGGGGGGGGGGFGGGGGGGGGGGGGGGGGGGGGGGGFGGGGGGGGGGGGGGGGGGGGGGGGGGGDG>FGGGGEGGGGGGGGGGEDG<CCOFFGGG
@DOO733:181:CAH6EANXX:8:2210:2126:2186 1:N:0:ATCTCA
GATTTCGAGCTAACGCTGCAAGAATCCTCATCGCTACAGATGTAGCATCCAGAGGTTTGGATATCCCAACTGTTGAGCTTGTAGTGAATTACGATATACCTTCAGACCCAGATGTATTCATCCAT
+
AA3ABGGGGGGGGGCGGGGGGGGGGGGGEGGGGGGGGGGG1FGGFGGGGGGGGGFFGGGGGGGGGFGGGGGGGGGGGGGGGGGGGGGGGGFGGGFGGGGGGGGGGGGGG>DGGGGGEGGGGGG=F
@DOO733:181:CAH6EANXX:8:2210:3272:2114 1:N:0:ATCTCA
GGTCAATGGCTGTACGCGGTTCAAGAGTAGTTTGCATTCAGTGGAAAGCGTGGGTAACTGACGGTAATCGTAATCTTGCGGCAACAGCATATTTTCGTCTGCCTGAAATGCCTTCACAAACTGGT
+
A?<AAG1EFGGGGGGGFGGGGGGGGGGGGGGD>GGGGGGEGGGGGGEGGEGGGGGGEGGGEGGGFGDGGGGGGGGGGGGGGGGEEGGEGGEGGGEGGGGGGGGGEGGGGGGGGGGGGEGGGGGGR

@DOO733:181:CAH6EANXX:8:2210:3374:2154 1:N:0:ATCTCA
GTGTTTGAGGTTAATAATTTGAATGAACAGAGGATCAAATCCAGCATTGGCTTTAATAGCTGATTCAGTAATAATAACGAGTTCATTGAAAATGTGTAAATATCTTTTGTCAAATTATCCTGAAT

+
A<A:OEQGRGGGGGGGGGGGGFFFGGECDGB@BBGFGDGGGGGGEGGGGGGGGE : EGGGGD1=@F1=@FFGG>GG11 : CC<FGGGGGGOCFEGCGGGGGCACD>>GGGGGGGDGO : EF@>F>CC8
@D0OO733:181:CAH6EANXX:8:2210:3562:2207 1:N:0:ATCTCA
GCAGTACAGTTTCTAATAATACATTGCTGCTTAGTGTCGTTTCAGCTTCATTGATTAGTTTTCCAATTTTTTTATATACTGCAACTGCATTCTTTGTTTTGTATGAATCAATTATAGATTGCAGT
+

BBBBAGGGE ; @REFQEFGGGEDGGGG1BCDDG1FFGG1=B/0>F>1FGFGFGGGGGGGFB1F1C1FFGGGEGGGGCGG1<FOF1@OED ; CBOOEO : EFRF>BOOBOOO: : 0 ; 88EF<OFF009608
@DOO733:181:CAH6EANXX:8:2210:3751:2055 1:N:0:ATCTCA
NGATATGTACTAGCTTTTTCGGAGAAGAAATGTTCGCCTTACGCTAGAAACCGGGGTTAAGGGGGCGTGAGAATGAATATTGGCAGACAAGAACCGAGATAGAATCTTAACACAAAAACAGTTCA
+

@D0O733:181:CAH6EANXX:8:2210:3997:2140 1:N:0:ATCTCA
[ File 'D12_17539_ATCTCA_readl_part.fastq' is unwritable ]

Bt Bt Beoce B ustity 1o 7o vine B Redo I copy
If you do, there are a lot of functions here, ok? So it gets a bit cumbersome because you have to
always use this control to do things here right? So maybe we will talk about it, right? So here is

the file name to write, yeah. So in which append whether you want to cancel or if you want to

write, you just pressed control o right we want to write, and then it gives you certain options right.

What are the options that you want to take, which format, etcetera? You do not want to write this
file, right? You just say cancel, right-click, control-C, and it will come back to the original option,
right? So you will have these options at the bottom of this file, okay? This editor is giving you this
option, right? So you can then actually execute it. So we do not want to write anything; we just
want to go down and scroll through this file, and we can then exit using the control x command.
So this is an editor that runs within the terminal, okay? We are not going out of the terminal. We
are writing within the terminal; we can save, we can exit, and we can come back to the terminal.
So this is very, very useful, right? You are writing within the terminal and doing all sorts of things
that you can do, and you can come back and run these commands that you want to run here.

The other one is the vim, or vi right. It simply writes Vim, and it just gives you OK with what you
have, and then here it will give you certain commands: right colon, g colon, help, etcetera, etcetera.
So if you want to exit, you have to write a colon q here, right? So here, if we just want to exit, this



is a blank screen; there is nothing here. So we just say colon q right and for if you want to open
this file we just say vim or sometimes simply we say vi ok. We do not need to then write vim d12

the file name dot first ok and again like earlier like nano it will open a file like this ok.

$ vi D12_17539_ATCTCA_readl_part. Fastq!

ACBCGGGEEGCG>AGGEEEEEGEGEEEGEEEEEEEEEEGEGEEEEEEEEEEFGGEEEEEEEEEEEEEEEEEEEEEEEEEEEEEDEEEEEEEEEEEGEGEEGEEFG | ; AFGGGGGGGEEGGFE
80733:181:CAHGEAN 210:1812:2147 1:N:0:ATCTCA
ATﬂAThCFTTCATFTThTA GCAAAGGCAAACCTAATAGTTCAATATCGTTGCAAGTACCGTATGGTAGGT TCATATGGATAT TCCATGCAGGATCTGCAATAACTACCGARAACTTTCC
+

ﬂDUH?a. 1d1 LAH&EANXJ ‘41 26: 2186 1: N ” ﬁTfT(A
GATTTLGAGLTAALFLTGCAuGAAT ATCGCTACAGATGTAGCATCCAGAGGTTTGGATATCCCAACTGTTGAGCTTGTAGTGAATTACGATATACCTTCAGACCCAGATGTATTCATCCAT

AGLEFGGG

@DABT33:181: : :
GTGTTTGAGGTTAATAATTTGAATGAACAGAGGATCAAATCCAGCATTGGCTTTAATAGCTGATTCAGTAATAATAACGAGTTCATTGARAATGTGTAAATATCTTTTGTCAAATTATCCTGAAT
+

A<A: OEQRGRGGGGGGGGGEGEFFFGGECDGBABBGFGDGGGGGGEGGGGGGGEE : EGGGGD1=QF1=@FFGG>GG1]1 : CC<FGGGGGGACFEGCGGGGGLACD>>GGGGGGGDGA : EFR>F>CCE
@Dee733:181 : CAHGEANXX :8:2210:3562:2207 1:N:8:ATCTCA

GCAGTACAGTTTCTAATAATACATTGCTGCTTAGTGTCGTTTCAGCTTCATTGATTAGT TTTCCAATTTTTTTATATACTGCAACTGCATTCTTTGTTTTGTATGAATCAATTATAGATTGCAGT
A,

BBBBAGGGE ; BREFREFGG! GGGG1BCDDG1FFGG1=B/8>F>1FGFGFGGGGGGGFBIF1C1FFGGGEGGGGCGG1<FOF1@BER ; CBOOER : EFQF>BAAERGA ; : 0; 8BEF<OFFRO908
@DB@733:181 : CAHGEAN .7210 3751 1655 1:N:8: ATFTCA

NGATATGTACTAGCTTTTT GTTAAGGGGGCG GAATGAATATTGGCAGACAAGAACCGAGATAGAATCTTAACACAAAAACAGTTCA
+

#<: ABBFGGGGGFEEGGGG! GGGGGGGEC GG GGGGGDGBGGFGG GGGGGCEGGGE

@Dee733:181:CAHGEAN

ATAAATﬂATFAAAFAFAAuﬂAﬂrﬂTCTAAAGTCCGAAAnTTGCACFTGCTLTTATCATTCATTCTTﬂTAFﬂAAAuTuACTAGATATFAT GCGGATCCCGCAGCCCCAATCACTGGCAAAGAGCC

[ 1 eleletelelelel eleieleiet eleiel elefef el elelel eleteiei el efelelelelelefeteleleieleielel el e{elel elejefelelelelel eleieieleielclelelelefel e{elet eleie{elel el efele{ o] A efetc] Sl Y el ele eleiel eid eleleletef elel el el elei el efelef el efel el ef el ele)
"D12_17539_ATCTCA_readl_part.fastq" [readonly] 1660808L, 7686481B o | Top

And we can scroll this file like before we just up arrow or down arrow and we can then again
come out of this file ok. So here you will see certain statistics etcetera and then there are certain
commands that will be actually very useful when you talk about the vi editor in details ok. So to
come out the option is colon g right. So it mentions that if you want to come out of this file, you
just say colon g, ok, and we are back to the terminal again, right? So these two editors are really
useful, and we will talk about one of them in the next class, which is Vim. But it turns out Vim is
really powerful; it has a lot of options that you can use within the editor, ok? So these are the
agenda items, right? So in the next class, we will talk about this data download, and we will explore
this data using the vi editor. This is again the reference that we have used, and to conclude, we
have talked about the shell commands for file permission control. And these are very useful when
we are downloading software tools that might not have the necessary permission to run on your

system.

So you want to give those permissions before you can execute them, ok? So we use this command



Is minus | to check the permission, and then we use chmod to change permission. There are two
ways of changing permission we talked about, right? We can go about a plus x or a plus root, or
we can use simply the number system, which is the 777 or 755 system, which can change
permission for all users at once. So this is what we have talked about, and then we also talked
about certain commands for system monitoring, for example, top or each top, which will allow us
to monitor the system right for system usage. For example, CPU usage if you are running some
program, how much memory is utilized, etc., and finally, you can also control right; you can kill
processes if you see they are going to go over memory and they might crash the system. If your
memory usage is around 90 percent to 95 percent from a single program, you might want to stop
that program, ok? And we introduced the text editors in the next very briefly, which we will discuss

a lot more in the next class. Thank you.



